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DS-K1T105/200/201 series Access Control Terminal
V2.0.0_Build180104 Release Notes (2018-03-30)

Device Model: Firmware Version: V2.0.0_Build180104
DS- : ;
K1T105/200/201MF/EF(- SDK Version: V5.3.1.35_build20170911
C) Client version V2.7.0.6 build20171212

Reason of Upgrade

Added or modified functions, enhance product quality and meet customers’ requirements.

Main Features

i. Change to Hikvision own developed fingerprint module ( For DS-K1T201MF/EF(-C) ):
1. Recognition speed and accuracy improved: 1:3000 < 1S & 1:5000 < 1.5S;
2. Max. capacity of up to 5000 fingerprints;

ii. Support device activation locally:

Device Activation

Password(8-16 Digits/Letters)
B 1

Conf irn Password(8-16 Digits/Letters)

Press the Edit key and set password.

# Activate

iii. Four new device status icons on main interface:

Network status: Connected or Abnormal (will show red ‘1');
Arming status: Armed or Disarmed (will show red 'I');

Ehome status: connected or disconnected (will show red 'I');

5 N o

Wi-Fi signal status : excellent, good, normal, weak, no signal.
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iv.  Support adjusting Speaker Volume:

1. Local:

System Parameters

Mode: [ [Cuntrollerl :
New Password

Prompt Sound: | B

[vowne: ] [ W3

V. Support QR Code Authentication:

1. Enable this functionality as f

System Data Reset fics

1

Transfer

2.1VMS-4200 Client (click Remote Configuration):

i Device Information
& General
@ Time
) System Maintenance
@ User
@ Security
+ @ Network
+ @ Narm
+ @ Other
= @ Image
L vomerpwoups |
+ @ Operation
+ @ Status

ollowing:

= @ System Co

nfiguring the Volume In and Out

Volume Output

Output Volume: s g

Save

Camera Settings

Enable Face Detection? i |

Ouverlay User Info. on Picture? [
)

Display Detected Face Picture? [

2. Generate a QR code for a user card in iVMS access control module -> Person and Card tab

£33 Details & Permiss... |[X] Card Face Pict.. &) Fingerp...

4 Add  [# Modify X Delete G LinkFin.. 2 QR Code

Index Card Mo.

Card Type Card Class

|7 Attendance R...

Unlink __.

Card Effective ...

3. Pressandhold 'F1" button on the terminal to enable camera and present the QR code.

Vi. Mifare M1 Card Encryption — method for increasing Mifare card protection against copying

1. Cardreader and card enrollment station should be in following firmware version:

Device

Model

Firmware

Card Reader (external)

DS-K1101/2/3/4/7/8 series

Ve.0.1_171107

Card Enrollment Station

DS-K1F100-D8E/DS-K1F180-
D8E

Ve.1.0_171017
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2. Enable M1 Card Encryption in iVMS access control module->Person and Card tab->User
options->Add Card->Set Card Enrolment Station. Click Modify to select the sector where the

encryption code will be written. Hikvision Mifare M1 card model IC S50 has 16 sectors (Sector

0 - Sector 15), so the Select Sector option should be no more than 16.

3. ForCard No. Type, set Normal (M1 Card Encryption function supports only Normaltype). Normal

means 10-digit card No. on iVMS-4200 client and in this case card reader should be

Person No.:
Person Name,
Gender:
Phone No..
Date of Birth
Place of Birth:

Email

3 Details,

Index

£, Permission

4
® Male

Card Smart Gargd
2017-12-1 Ricemal

CapafPassward: Passwol

frective Period:

Card Reader Mode:

Add Card

Card

rd

From  2017-12-11

Access Control

S Card Enrolime..

B To

2027-12-11

Set Card Enrollment Station Buzing ® Yes No

Modify

Card No.

Index Card Mo.

Manually Input

Card Type

Card Class

=
ment 2. Device Management

itPerson [ Export Person

#Connection Mode:  USB

“ Timeout after: 500 ms

Card No. Type: Normal v

1 Card Encryption: Enable
Select Sector.

> GetPerson A1 Add Person in

Read

= Quantity

Card Enrollment Station

DSK1F100-DSE |~

Selected 010

A I A—

oK Range: 1 to 100

Restore Default Value save

OK Cancel

connected to the terminal only via RS-485 interface;

4. In device management click Modify and Enable M1 Card Encryption on the terminal and set

Card Smart Card

Card Type:
Card Password:

Effective Period:

Card Reader M.

Index

Normal Card
Password
From 2017-1205 [ To
Access Co
CardEnroll... Set Card Enrollment Station

ManuallyIn

Card No. Card Type CardClass

2757404435 Normal Card ~ Card

2027-12-05

Stop Reading

Add Card X

Wiegand
-~ B
Al
Card Effec.
2017-12-0 Restore Default Value Save

m Type DS-K1F100-D8 -

— Connection Mode:  USB

= Timeout after: 500 ms
B Buzzing: ® Yes No

Card No. Type:

1 Carg Encnpon

‘Card Enroliment Station x

Normal I

the same Sector ID as in the enrolment station;
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Control Panel

Device for Management (1)

8 Basic Information
& Networl Settings
& Capture Settings
& Rs-485 Settings

s

agectio...

H Access Control

[, status venitor . Alarm Event

3 Delete | £ Remote Configuration % QR Code Activate

Network Paramet...| Device Serial No.

WModify

+ Enable

DS-K1T201MF-C20171017V020000EN144946218  Weak

Device Management

EA Device Status Uparade (0)

Security

Sector ID [2

Save
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Notice:

1. For higher security, it is suggested to enable encryption for all sectors except for the one
that is used for Base on Card Cross-Controller Anti-passing Back function in 260X series
controllers;

2. M1 Card Encryption is only for RS-485 connected readers;

3. Instruction on how to upgrade enrolment station can be found on this link;

Modified Functions

i. Optimize the Ul interface of the authentication screen

1. Show green 'y on successful authentication (show 'y/* only for the last authentication method
if the device is in multi-authentication mode);

2. Showred ‘=" when authentication has failed;

3.

Show card holder's Name or card NO. on the display. Enable in Remote configuration on iVMS;

- @ System Configuring the Access Control

4§ Device Information
Display Face Detection Pictures

& General

@ Time

& System
& User
@ Security
+ @ Network
+ @ Alarm
L]

@ picture Upload

i@ Face Detection
® %) imege
& Volume Input/Output

- @ Operation

Note: If the device is working in Access Control Terminal mode, it is suggested to upload
permission information to DS-K1T20X access control terminals from iVMS-4200 Client;

ii. Card effective period can be set to minutes;

&3 Details & Permiss... &~ Card Face Picl.. @ Fingerp... = Alfendance R..

=+ Add

Index

Card Type:

Card No.

Card Password: Passwo 2

[ Modify X Delete & LinkFin... i QR Code Link Fa...

Card No. Card Class Card Effective ...

Card Type

|Normal Card ot

0167841785

Effective Period: From 2018-01-2220:53:40 [T To 2028-01-2220:53:40 [t

0K Cancel
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http://www.hikvisioneurope.com/portal/?dir=portal/Product%20Firmware/Access%20control%20%26%20Video%20Intercom/Access%20Control/Enrollment%20Station/DS-K1F%20100%20180%20-D8E
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iii. Multiple Authentication: support up to 20 Authentication Groups. A member of each
authentication group should present his credential to the terminal in order to unlock the

door. Confirmation from iVMS operator or super card can be set.

[ Access Con.. [ CardRead S5openDos . % Ant 3 CrossConrollerAn . [ Muli- I Authentic . §]Rela 3 Cust . % Blac

L
-]
Conteoller List Set Card Graup Hs
B -
Card Group Mame | Effective Period Card Group Member Details

p

&

= Linked Doer Template Authentication Type Offline Authentication Aut

iv. In Event Management->Event Card Linkage interface is available new Disable button for
Host Buzzer/Card Reader Buzzing;

1. HostBuzzeris 20S by default;

Control Panel

@ EventManagement

¥ Camera . A Alarm Exce. B Zone .. [E] Access Control . M Access Control Alarm.__. W= Event Card Li.. B2 Cross-Device Li Pyronix Contral Panel
Event Card Linkage Linkage Details Delete I save
Search
2 Event Source
@ EventLinkage: Device Event ~ Device Tamperin... ~  CardLinkage:
Linkage Target
HostBuzzer Enable Capture  Disable Enable

Card Reader Buzing Alarm Output

Name Enable | Disable Name

Entrance Card...

E

Alarm Output 1

Exit Card Rea...

Access Control Paint

Name Open Remain Open Remain Closed

Doorl Di En. Di En. Di En Disable Enable

2.

Card reader buzzing time can be set from 0 - 5999 ( 0 means buzzing all the time);
B} Access Control

BE  Control Panel [, status Monitor & EventManagement

Controller List Card Reader Information

Search O Basic Information
?0 =, Mickname: Entrance Card Reader1
[ test
- Doorl Enable Card Reader. Yes v
o .
H Exit Card Reader2 Error LED Polarity: Anode ~
3
o) Buzzer Polarity: Anode v
Minimum Card Swiping Interval: 0 s
S
2@ Max Interval When Inputting Password: 10 s
Enable Failed Attempts Limit of Card Readi... No 4
El Max. Times of Card Swiping Failure: 5
Enable Tampering Detection: No ~
m Detect When Card Reader is Offine for: 0 s
European Technical Center
Buzzing Time: | 10] s
Card Reader Type: Fingerprint

Card Reader Description:

DS-KAT201MF-C
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3. Dismiss Code: input dismiss code followed by # on the terminal/reader to stop card buzzing

or host buzzing. This action will not unlock the door.

File System View Tool Help iVMS-4200 wugidong @ & 1 2

= Conrol Panel B Ac B staws W (R et Management
[P cardRead.. i Muttipl.. =5 OpenDoo.. = Anti-. = Cross-ControllerAn... [& Muiti-. W Authentic.. H] Relz
Controller List Door Information:

searcn [ Door Magnstic Sensor: |Remain Closed
= B test Exit Button Type: | Remain Open
[EE -
Door Open Duration by Cardor Disabled P
Door Open Timeout Alarm
Enable Locking Deor when Door Closed:
Duress Code:

Super Password:

Dismiss Code: | 123123 |

v. Remote Event: support obtaining access control event logs from the terminal instead of
iVMS database

= Control Panel B Access control [ status wonitor _  AamEvent S Device Management

% ccess Control Event [BallLog  UnlockingLog  Nofice:

Event Source: Local Event 8 Remote Event

Card Holder Name ~| cardno v
Search
(o swtrime 2018-01-19 00:00:00 F EndTime:  2018-01-1923:50.50
With Alarm Picture

o
Ee B searchResut Expo
B el EemiTipe Cadolder CordType  CordMo.  BuertTime |EventSource |Copture Direct. MAC Address Card ...| Card Reader Type
Se

vi. Auto-synchronize Access Control Events - suitable to fetch device events in case the

device was armed by another iVMS.

= Selecting Modules
izl snowingHicing modules. |53 Geners!

“ @) Live View and Playback
T Image

T File

R Toolbar [@ Auto-synchronize Access Control 00:00:00 H |
[ #arm sound

" Email

E Video Intercom
ke and I

Configuring Access Control Parameters.

= Storage Schedule
L) Configuring the storage scheg
2 related parameters.

'—I System Configuration
_mp  Configuring general parameters.
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vii. Check device arming status on client - in device management click on the device and

press device status button to see which client is receiving the events of the device.

Device for Management (1)

4 Add [ Modfy X Delete | % Remole Configuration % QRCode @ Activate
Device Type Nickname Connectio. | Network Parameters

Access Controller access controller 10.5.2.149:2000

ces:

Door Stat Index P Arming Type

Host Status 1 10.5.2120
2

1052120 Real-Time Arm

Cnling

2

viii. Support IP Conflict Alarm: once occurred, the access controller terminal buzzer willbeep like

“Bi --- Bi --- Bi --- Bi-Bi “, every three minutes;
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Customer Impact and Recommended Action

This new firmware upgrade is to improve product performance, and will
take effect automatically after upgrading from previous versions. We'd
like to inform you the above changes. Also, we are sorry for any possible

inconvenience of use-habit changes caused by this action.

For questions or concerns, please contact our local technical support
team.

Note:

- Hikvision has all rights to alter, modify and cancel this notice.

- Hikvision doesn't give any guarantee for old models’ stock.

- Hikvision is not liable for any typing or printing errors.

- For special model's change details, please contact our local technical support
team.

Hikvision Digital Technology CO., Ltd.

No. 555 Qianmo Road, Binjiang District, Hangzhou
310052, China

Tel: +86-571-8807-5998

FAX: +86-571-89393-5635
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